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Enabling Al analytics through secure multi-data center collaboration, even in the era of
guantum computing

Secure Data Space

Background and Technical Challenges
We aim to build a “Secure Data Space” by developing secure and trustworthy utilization of
computing and network resources in distributed data centers. This requires post-quantum
communication, computing resource protection like CPU memory protection and their verifiable
implementation. In addition, such environments will also enable high-quality Al learning through
data collaboration across organizations.
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R&D Goals and Outcomes

We aim to realize secure and verifiable Al analytics and federated learning across distributed
data centers by operating LLMs such as “tsuzumi” within Secure Data Space, established
through the interconnection of secure and verifiable computing resources.

Key Technologies

01 Core Technologies 02 Key Differentiators

« A framework linking secure computing « A protocol for mutual verification of
resources through quantum-safe networks, encryption across memory and
securing computing and connectivity as communication domains.
one trusted domain. « Implementation of Secure Federated

« A secure Al model integration mechanism Learning enhanced with Differential
based on Secure Federated Learning. Privacy techniques.
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